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AN ORDINANCE AMENDING CHAPTER 2, ARTICLE 10,

DIVISION 1 OF THE SAN DIEGO MUNICIPAL CODE BY

ADDING A NEW SECTION 210.0101, RENUMBERING AND

AMENDING SECTION 210.0101 TO SECTION 210.0102,

ADDING A NEW SECTION 210.0103, RENUMBERING,

RETITLING, AND AMENDING SECTION 210.0102 TO

SECTION 210.0104, RENUMBERING, RETITLING, AND

AMENDING SECTION 210.0109 TO A NEW SECTION

210.0105, RENUMBERING, RETITLING, AND AMENDING

SECTION 210.0103, SUBSECTIONS (A) THROUGH (D), TO

SECTION 210.0106, RENUMBERING AND AMENDING

SECTION 210.0104 TO SECTION 210.0107, RENUMBERING,

RETITLING, AND AMENDING SECTION 210.0105 TO

SECTION 210.0108, RENUMBERING AND AMENDING

SECTION 210.0106 TO SECTION 210.0109; REPEALING

SECTION 210.0110 AND RENUMBERING AND AMENDING

SECTION 210.0107 TO SECTION 210.0110, RENUMBERING

AND AMENDING SECTION 210.0108 TO A NEW SECTION

210.0111, AND RENUMBERING AND AMENDING SECTION

210.0103(E) TO A NEW SECTION 210.0112, RELATING TO

THE APPROVAL PROCESS FOR USE OF SURVEILLANCE

TECHNOLOGY.

WHERAS, in August 2022, by San Diego Ordinance O-21514 (Aug. 10,2022), the

San Diego City Council (Council) adopted an ordinance establishing rules related to the City of

San Diego (City)'s acquisition and use of surveillance technology; nd

WHEREAS, San Diego Ordinance 0-21514 is codified in the San Diego Municipal Code

at Chapter 2, Article 10, Division 1 sections 210.0101 through 210.0110, and is titled

"Transparent and Responsible Use of Surveillance Technology" TRUST Ordinance); and

WHEREAS, in adopting the TRUST Ordinance, the Council recognized that the use of

surveillance technology is important to protect public health and safety, but its use must be

appropriately monitored and regulated to protect indivicluals' right to privacy; and

-PAGE 1 OF 31-



(O-2024-49 REV.)

COR. COPY 4

WHEREAS, the Council established a review process for consideration of the City's

proposed and existing surveillance technology, requiring City staffto prepare and submit a

Surveillance Impact Report and Surveillance Use Policy to the Privacy Advisory Board for

review, prior to requesting Council approval of the use of the surveillance technology; and

WEREAS, by San Diego Ordinance O-21711 (Aug. 8,2023), the Council amended the

TRUST Ordinance to extend the original grace period from one year to four years before

requiring Council authorization of the City's existing surveillance technology following the

required review by the Privacy Advisory Board; and

WHEREAS the Mayor recommends further amendments to the TRUST Ordinance to

clarify the terms of the established grace period, as well as to resolve unintended administrative

consequences related to implementation of the TRUST Ordinance andmake the TRUST

Ordinance clearer, more comprehensible, and easier to implement; and

WHEREAS, the Council wishes to accept the Mayor's proposed recommendations; and

WHEREAS, the Office of the City Attorney has drafted this Ordinance based on the

information provided by City staff, with the understanding that this information is complete true,

and accurate; NOW, THREFORE,

BE IT ORDAINED, by the Council of the City of San Diego, as follows:

Section 1. That Chapter 2, Article 10, Division 1 of the San Diego Municipal Code is

amended by adding a new section 210.0101, to read as follows:

lo.0101

 

Purpose and Intent

The Transparent and Responsible Use of Surveillance Technology ("TRUST")

Ordinance requires an informed public and transparent discussion related to the

Ci's acquisition and use of surveiance technology, as defined by this Division.

The City Council finds that while surveiance technology is critical to managing
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and providing Ciy services and protecting public safety it can also be used to

infringe upon the civil rights and civil liberties ofmembers of the public. The City

Council intends to balance these interests by determining through a public process

that (1) the benefits to the community of the City's acquisition and use of the

surveiltance technology outweigh the costs, (2) the proposed use of the

surveilance technology will safeguard civil rights and civil liberties, and

(3) based on the facts and information presented to the City Council, there is no

effective alternative to the proposed survelance technology that provides a lesser

financial cost to the Cio and impact on civil rights or civil liberties. If the City

Council determines that the proposed use of the surveittance technology meets the

standard set forth in this Division, then the City Council may authorize the use of

the surveiüance technology by adopting a legally enforceable Surveillance Use

Policy.

Section 2. That Chapter 2, Article 10, Division 1 of the San Diego Municipal Code is

amended by renumbering and amending section 210.0101 to section 210.0102, to read as

follows:

§210.0102

 Definitions

For purposes ofthis Division the following definitions apply and appear in

italicized letters:

(a) Annual Surveilance Report means a written report concerning specific

surveillance technoogy that includes all of the following elements:

(1) [No change in text.]
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(2) Whether and how often data acquired through the use ofthe

survezüance technoog was shared with any non-Cio entities, the

name of any recipient entity, the types of data disclosed under

what legal standards the information was disclosed and the

justification for the disclosure, except that no confidential or

sensitive information should be disclosed that would violate any

applicable law or would undermine the legitimate security interests

ofthe Ci<y.

(3) Adescription ofthephysical objects to which thesurveiüance

technology hardware was installed, if applicable, and without

revealing the specific location of the hardware, and a breakdown of

the data sources applied or related to the surveilance technoogy

software.

(4) Alist of the software updates, hardware upgrades, and system

configuration changes that expanded or reduced the surveillance

technology capabilities, as well as a description ofthe reason for the

changes, except that no confidential or sensitive information

should be disclosed that would violate any applicable law or

undennine the legitimate security interests of

 the City.

(5) A description of where the srveillance technology was deployed

geographically, by each City Council District orpolice area, in the

applicable year.
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(6) A summay of any community cornplaints or concerns about the

surveillance technology and an analysis ofits Surveiance Use

Poticy, including whether it is adequate in protecting civil rights

and civil liberties, and whether, and to what extent, the use of the

surveillance technology disproportionately impacts certain groups

or idivid

als.

(7) The results ofany internal audits or internal investigations relating

to srveiüance technoogy, information about any violation of the

Surveillance Ue Policy, and any action taken in response. To the

extent that the public release o f this information is prohibited by

law, City staýshall provide a confidential report to the City

Council regarding this information to the extent allowed by law.

(8) through (11) [No change in text.]

(12) Total annual costs for the srveiance technology, including any

specific personnel-related and other ongoing costs, and what

source will fund the surveillance technology in the coming year.

(13)

 

[No change in text.]

(b) Board means the Privacy Advisory Board established by Chapter 2,

Article 6, Division 00 section 26.42, of the San Diego Municipal Code.

(c) City means any department, division, office, unit, or program of the City

of San Diego.

(d) Cio stýmeans personnel employed by the City to engage in activities on

behalf of any Cio department, division, office, unit, or program. Ci<y

personnel assigned to fderal taskrce activities by the Ciefof Police or
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designee are exempt from the requirements ofthis Division related to the

acquisition procurement, use, reporting, and contractual obligations,

solely to the extent of their duties and work related to their assignment to

he federal taskforëe.

(e) 

[No change in text.

-

]

(f) Exigent circumstances means an emergency involving danger of death or

serious physical injury to any individal, or imminent danger of

significant property damage, that requires the use ofsurveillance

technology, as detennined by Cio st acting in good faith upon known

facts.

(g) Existing surveilance technology means technology that the Ciy

possessed, used, or had a contract in force and effect for its use before

September 9,2022.

0) [No change in text.]

(i) ederal taskfrce means any group or collaboration with and between

Ciy employees and federal orstate employees, or any group or

body established or codified by federal or state statute, regulation, or rule.

 Individual means a natural person.

(k) New surveillance technology means technology that the City did not

possess, use, or have a contract in force and effect for its use before

September 9,2022.
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(1) Personal communication device means a mobile telephone, a personal

digital assistant, a wireless capable tablet or a similar wireless two-way

communications or portable internet-accessing device, whether procured

or subsidized by the Ci or personally owned, that is used in the regular

course of City business.

(m) Poice area means each of the geographic districts assigned to a

San Diego Police Department captain or commander.

® Survellance or surveil means to observe or analyze the movements,

behavior, data, or actions of individuas, including those whose identity

can be revealed by data or combinations of data, such as license plate data,

images, IP addresses, user identifications, unique digital identifiers, or

data traces left by the individual.

(o) Surveiance technology means any software (for example, scripts, code,

or Application Programming Iterfaces) electronic device, system

utilizing an electronic device, or similar device, which is used, designed,

or primarily intended to observe, collect, retain, analyze, process or share

audi electronic, visual, location, thermal, olfactory, biometric, or similar

information specifically associated with, or capable ofbeing associated

with any individual or group. It also includes the product (for example,

audiovisual recording, data, analysis, or report) of the suellance

technology. Examples of surveillance technology include the following:

cell site simulators (Stingrays); automatic license plate readers; gunshot

detectors (ShotSpotter); drone-mounted data collection; fcal recognition

technology; thermal imaging systems; body-worn cameras; social media
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analytics software; gait analysis software; and video cameras that record

audio or video and transmit or can be remotely accessed. It also includes

software designed to monitor social media services or forecast criminal

activity or criminality and bionìetric identification hardware or software.

(1) Surveiance technoogy does not include the following devices,

software, or hardware:

(A) Office hardware and software, including televisions,

computers, credit card machines, badge readers, copy

machines, printers, firewalls Ci network infrastructure,

Ciy operational business applications, social media

applications for 

City public communications, ge

neral

internet search engines, and open-source databa

ses in

widespread use by the general public and routinely used by

Cio staý

to gat

her dat

a and

 inform

ation to a

ssis

t i the

performance of their duties.

(B) Parking ticke

t devices 

used sol

ely for park

ing enforcement-

related purposes, including any sensors embedded in

parking sensors to detect the presence of a car in the space.

(C) Manually-operated, non-wearable, handheld digital

cameras, audio recorders, and video recorders that are not

designed to be used surreptitiously and whose functionality

is limited to manually capturing and manually downloading

video or audio recordings or both.
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(D) Surveilance devices that cannot record or transmit audio or

video or be remotely accessed, such as image stabilizing

binoculars or night vision goggles.

(E) Manually-operated technological devices used primarily for

internal municipal entity communications t

hat are not

designed to surreptitiously collect surveilance data, such as

radios and email systems.

(F) City databases, software, or enterprise systems used by City

staýto prepare, receive, or retain, or all three, legally

required records and information; manage internal

operational activities, including City payroll, accounting

and other fiscal operations; conduct City marketing, donor,

media, and constituent relations; and engage in

communications initiated by individzls directed to City

stýto request City services, file complaints, or

communicate infonnation about Ci services.

(G) Medical equipment used to diagnose, treat, or prevent

disease or injury, provided that any information obtained

from this equipment is used solely for medical purposes.

(H) San Diego Police Department interview room cameras.

(I) Ci department case management and records management

systems.
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(1) Personal communication devices that have not been

modified beyond stock manufacturer capabilities.

(K) Surveillance technology used by the City to monitor and

conduct internal investigations and evaluations of the

conduct of City employees, contractors, and volunteers,

including GPS and automatic vehicle locators installed in

Ci equipment and San Diego Police Department early

warning systems.

L) Systems, software, databases, and data sources used for

revenue collection, cost recovery, or both, on behalf of the

City by the City Treasurer or other Ci* departments

required to collect revenue or costs on behalf of the City,

provided that no information from these sources may be

shared by the City with any third party except as part of

efforts to collect money that is owed to the City.

(M)

 

Physical access control systems, employee and contractor

identification management systems, and other security

systems, including fixed security canieras, used to

safeguard the City's buildings facilities, utilities,

reservoirs, and other physical assets.

(N) Systems used for computer-aided dispatch (CAD), Live

Scan, and in-custody bookings; Department of Motor

Vehicles databases; California Law Enforcement

Telecommunications System (CLETS); other federal state
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and local summary criminal history databases; and 9-1-1

communications and related systems for dispatch and law

enforcement operations and emergency services.

(0) Databases under the management and control of other

governmental agencies and used by the City for emergency

response, law enforcement, reglatory, and City personnel-

related purposes, such as ARJIS, SDLaw, Parole LEADS,

Offender Watch, California Pawn and Secondhand Dealers

System (CAPSS), and Automated Fingerprint Identification

System (AFIS).

(P) Equipmet designed to detect the presence of, or identify the

source of, or dispose ofhazardous material, such as chemical,

biological, radiological, or explosive materials.

(Q) Software that the San Diego Police Department uses to

analyze appoved o exempted srveillance technology and

its associated data.

(p) Surveilance Impact Report means a publicly released written report

regarding specific surveilance technology that includes all of the

following elements:

(1) Description: Information describing the surveillance technology

and how it works, including product descriptions from

manufacturers, if available.

(2) Purpose: Infomation on the proposed purposes and outcomes for

the rveillance technology.
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(3) Location: The physical or virtual locations where the sreiace

technology may be deployed, using general desciptive terms and

crime statistics for the locations.

(4 Impact: An assessment of the Surv

eillance U

ke Policy for the

paticular sureiance technology, including whether there is

adequate protection of civil rights and civil liberties and whether

the surveiance technology may be used or deployed, intentionally

or inadvertently, in a manner that may disproportionately affect

marginalized communities.

(5) Mitigation: Identification of specific, affirmative technical and

procedural measures that will be implemented to safeguard the

public from each identified impact.

(6) Data Types and Sources: A list of all types and sources of data to

be collected, analyzed, or processed by the surveillance

technoloy, including scores, reports, the logic or algorithm used,

and any additional information derived from the surveillance

technology, except that no confidential or sensitive information

should be disclosed that would violate any applicable law or would

undermine the legitim

ate security interests of the 

Cio.

(7) Data Security: Infonnation about the controls that will be designed

and implemented to safeguard the data collected or generated by

the surveance technology from unauthorized access or
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disclosure except that no confidential or sensitive information

should be disclosed that would violate any applicable law or would

undermine the legitimate security interests ofthe Cy.

(8) Fiscal Cost: The forecasted, prior, and ongoing fiscal costs for he

surveillance technology, ifknown and available, including known

or projected initial purchase costs, personnel costs, and other

ongoing costs, and any current or potential sources of funding.

(9) Third Party Dependence: Whether use or maintenance of the

surveilance technoogy will require data gathered by the

surveillance technology to be handled or stored by a third-party

vendor at any time.

(10) Alternatives: A summary of the alternative means to achieve the

proposed purposes considered, including alternative means that do

not involve the use ofsurveilance technology, before deciding to

use the proposed urveiance technology, including the costs and

benefits associated with each alternative considered and an

explanation ofthe reasons why each alternative is inadequate or

less effective.

(11) Track Record: A summary of the experience, if any, of other

entities, especially government entities, with the proposed

surveillance technology, including, if available, quantitative

information about the effectiveness o

f the proposed

 survez-ance

technoogy in achieving its stated purpose in other jurisdictions and

any known adverse information about the surveilance technology,
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such as unanticipated costs, failures, or abuses of civil rights or

civil liberties, existing publicly reported controversies, and any

court rulings in favor or iii opposition to the surveillance

technology.

(12) Public Engagement and Comments: A description of any

community engagement held and any future community

engagement plans, number of attendees, a compilation of all

comments received and City departmental responses given, and

Co departmental conclusions about potential neighborhood

impacts and how the impacts that may result from the acquisition

and use of the surveilance technology may differ as they pertain to

different members ofthe community.

(q) Sureillance Use Policy means a publicly released and legally enforceable

policy for the use of specific surveillance technology that includes all of

the following elements:

(1) Purpose: The specific purposes that the suveilance technology is

intended to advance.

(2) Use: The specific uses that are authorized and the rules and

processes required prior to the use, except that no confidential or

sensitive infomation should be disclosed that would violate any

applicable law or would undermine the legitimate security interests

o f the City.
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(3) Data Collection: The information that can be collected, captured,

recorded, intercepted, or retained by the surveilance technology,

data that may be inadvertently collected during the authorized uses

of the surveilance technology and what measures will be taken to

minimize and delete the data, and any data sources the srveiance

technology will rely upon, as applicable, except that no

confidential or sensitive information should be disclosed that

would violate any applicable law or would undermine the

legitimate security interests ofthe City.

(4) Data Access: The job classification of individuas who can access

or use the collected information, and the roles and processes

required prior to access or use of the information, except that no

confidential or sensitive information should be disclosed that

would violate any applicable law or would undermine the

legitimate security interests of the Cio.

(5) Data Protection: The safeguards that protect information from

unauthorized access, including system logging, encryption and

access control mechanisms, except that no confidential or sensitive

information should be disclosed that would violate any applicable

law or would undermine the legitimate security iterests of the

City.

(6) Data Retention: The time period, if any, for which information

collected by the surveilance technology will be routinely retained,

the reason the retention period is appropriate to further the
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purposes the process by which the information is regularly deleted

after that period lapses, and the specific conditions that must be

met to retain infonnation beyond that period.

(7) Public Access: A description ofhow collected information can be

accessed or used by members of the public, including criminal

defendants.

(8) Third Party Data Sharing: If and how information obtained fi-on

the surveillance technology can be accessed or used, including any

required justification or legal standard necessary to do so and any

obligations imposed on the recipient of the information.

(9) Training: The training required for any individual authorized to use

the survelance technology or to access information collected by

the surveillance technology.

(10) Auditing and Oversight: The procedures used to ensure that the

Srvelance Use Pocy is followed, including identification of

internal personnel assigned to ensure compliance with the policy,

internal recordkeeping of the use of the surveilance technology

and acces

s to information collected by the surv

eillance 

techno

logy,

technical measures to monitor for misuse, identi

fication of any

independent person or entity with oversight authority, and the

legally enforceable sanctions for violations ofthe policy.
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(11) Maintenance: The procedures used to ensure that the security and

integrity of the surveilance technoogy and collected information

will be maintained.

Section 3. That Chapter 2, Article 10, Division 1 of the San Diego Municipal Code is

amended by adding a new section 210.0103, to read as follows:

§210.0103

 

Preparation and Presentation of the Surveilance Use Policy to the Members

of the Pubic

Before providing notice to the Chair of the Board of the proposed acquisition and

use of new srveilance technology or the continued use of existing srveilance

technology, Cty staýshall complete at least one publicly noticed community

meeting, accessible to residents and other community members, in every City

Council District where the surveiance technology will be used, to discuss the

.p .rveillme tprìnlg nr ritig itnpillíyr trhnnìng Cty stffry

use internet-based technology to make the community meetng accessible so long

as reasonable public accommodations are made for those community members

who do not have access to the internet-based technology. Cz- stýshall use the

communi meeting or community meetings to gather public comment related to

the suveillance technology. City stýshall also implement a process to receive

written comments from members of the public related to the surveillance

technology.

Section 4. That Chapter 2, Article 10, Division 1 of the San Diego Municipal Code is

amended by renumbering, retitling, and amending section 210.0102 to section 210.0104, to read

as follows:
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§210.0104

Board Review of New Surveillance Technology

(a) City stýshall notify the Chair of the Board by written memorandum and

provide a Srveillance Impact Report and a proposed Surveillance Ue

Polzcy, with the elements required by San Diego Municipal Code section

210.0102, before:

(1) soliciting proposals from any entity to acquire, share, or otherwise

use new srveillance technology·, or

(2) formally or informally facilitating or implementing new

surveillance technology in collaboration with other entities,

including City ones.

(b) Upon receipt of the notification by Cio stg the Chair of the Board shall

place the proposed acquisition and use ofthe new surveilance techology

on the agenda at the next Board meeting for discussion and advisory

review and recommendation to the City Council. The Board shall publicly

notice the meeting in accordance with applicable laws, including the

Ralph M. Brown Act.

(c) By majority vote, the Boardmay take one ofthe following actions:

(1) the Boardmay recommend that the City Council authorize Ci

stýto proceed with the proposed acquisition and use of the new

surveillance technology under the proposed Surveiance Use

Policy
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(2) the Board may recommend that the City Council authorize Ciy

sta#-to proceed with the proposed acquisition and use of the new

surveillance technology, but under a modified Surveilance Ue

Poicy, with the proposed modifications expressly recommended

by the

 

Board·,

3) the Board may object to the proposed Surveillance Use Policy ad

state the reasons for the objection; or

(4) the Board may take no position related to the new surveilance

technology.

(d) After the Board takes action on the proposed acquisition and use of the

new surveance technology, City staýmay seek City Council approval of

the proposed new surveillance technolog under the requirements of this

Division. City stýshall present to the City Council the result ofthe

Board's advisory review and recommendation, if any.

(e) If the Board does not take action on the proposed acquisition and use of

the new surveiltance technology within 90 calendar days of the

notification to the Board Chair, City staýmay seek a detennination on the

proposed Srveiance Use Polcy by the City Council.

Section 5. That Chapter 2, Article 10, Division 1 of the San Diego Municipal Code is

amended by renumbering, retitling, and amending section 210.0109 to a new section 210.0105,

to read as follows:

§210.0105

 

Board Review of Existing Surveillance Technology

(a) Before September 9,2026, Ci<y týmay continue to use exiting

surveillance technoogy, under existing contracts, contract amendments, or
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contract options, or new contracts erìtered into under the Cios

procurement processes, without seeking the Board's advisory review and

recommendation related to the existing surveillance tec

hnology or City

Council review of a Surveillance Impact

 

Report and approval of a

Surveillance Use Policy. Ths gacepeñod allows City staf aåthe Board

to fully implement the necessary procedures to comply with this Division.

(b) On and after September 9,2026, for existing surveillance technology, Ci

stffshall follow the same requirements related to preparation of

Surveillance Impact Reports and Surveillance Use Policies and

notification to the Board that applies to new survellance technolo as

described in San Diego Municipal Code sections 210.0102 through

210.0104.

(c) On and after September 9,2026, the Board shall follow the same advisory

review and recommendation process for exting surveillance technology

that applies to new sueiüance technology, as described in San Diego

Municipal Code section 210.0104.

(d) Before September 9,2026, Ci<y stFshall submit to the Board Chair a

comprehensive list of existing srveillance technoloy in possession or

use, under existing contracts, including under contract amendments or

options as of September 9,2026 for which City stawill seek Board

advisory review and recommendation and City Council approval for

continued use.
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(e) The Board shall rank the existing surveillance technology listed by Ciy

stfi order of potential impact to civil rights and civil liberties to

provide a recommended sequence for the items of xtig surveillance

technology tobe heard at Board meetings. The Board shall take into

consideration input from Ciy stqýon the operational importance ofthe

existing surveillance technology in determining the ranking for Board

consideration to allow matters to be heard in a timely manner.

(f) Within 60 calendar days of the Board's ranking of the list of existing

survelance technology as detailed in subsection (e), Ciy stqýshall

submit at least one notification memorandum to the Chair of the Board,

along with the applicable Srveillance Impact Report and proposed

Surveillance Use Policy, each month for the Board's advisory review and

recommendation, generally beginning with the highestraking items as

determined by the Board, and continuing each month until a notification

memorandum, Survezance Impact Report, and proposed Surveiance Ue

Poicy have been submitted for each item of existng surveillance

technology an the list.

(g) If the Board does not take action on any item of existing surveUance

technology within 90 calendar days of City stý's notification

memorandum to the Chair of the Board, City stqfmay proceed to the City

Council for approva

l o f the existing survez-ance technolog

y.

Section 6. That Chapter 2, Article 10, Division 1 of the San Diego Municipal Code is

amended by renumbering, retitling, and amending section 210.0103, subsections (a) through (d),

to section 210.0106, to read as follows:
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§2

10.0106

 

City Council Approval of New Surveillance Technology and Existing

Surveince Technoogy

(a) Ci<y sta#shall obtain City Council approval prior to any of the following:

(1) accepting or using local, state, or federal funds or iii-kind or other

donations to acquire surveiance technoloy;

(2) acquiring new surveiance technology including procuring it

without the exchange of consideration; or

0 using new srveillance technology oï existig srveillance

technoogy, for a purpose, in a manner, or in a location not

previously described in an approved Surveillance Use Policy by

the City Council in accordance with the requirements of this

Division.

(b) City Council Approval Process

(1) After the applicable requirements in San Diego Municipal Code

sections 210.0103 through 210.0105 have been satisfied, Cië stf

seeking City Council authorization of surveilance technology shall

request a date for City Council consideration of the Surveilance

Impact Report endproposed Surveillance Use Policy.

(2) The City Council shall only approve any action as required by this

Division after first considering the advisory recommendation of the

Board, if any, and dete

rmining that

(A) the benefits to the community of the City's acquisition and

use ofthe surveillance technoogy outweigh the costs;
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03) the proposed use ofthe surveillance technology will

safeguard civil rights and civil liberties; and

(C) based on the facts and information presented to the City

Council, there is no effective alternative to the proposed

surveiltance technology that provides a lesser financial cost

to the Ci<y and impact on civil rights or civil liberties.

(3) If the City Council determines that the proposed use of the

surveiance technology meets the standard set forth in this

Division, then the City Council may authorize the use by adopting

a legally enforceable Surveillance Use Poicy. The City Council

may modify a proposed Surveilance Use Poicy, if the City

Council determines the modification is necessary to meet the

standard for approval of the use of the surveilance technoogy

established in this Division.

(4) Once the City Council has approved a Surveilance Ue Pohcy, it

will 1-emain in effect as the City  legally enforceable policy until

modified by the City Council.

(5) If the City Council has not authorized an item of existing

surveillance techlogy within four City Council meetings from

the date the City Council initially considers the existng

surveillance technoogy, then the Cio shall cease the use of the

existing surveilance technology until the review and approval of

the proposed Surveillance Use Pocy occurs.

(c) Unless otherwise provided in this Division, Srveillance Impact

 

Reports
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and approved Surveillance Use Policies are public recods. City stffsha

make 1 Surveillance Impact Reports and apoved Surveillance Use

Poicies, as updated from time to time, available and accessible to the

public as long as the City uses the surveiance technoogy.

(d) City stýshall post all Sveillance Impact Repor and approved or

pending Sírveillance Use Poicies to the Ci,  website with an indication

ofthe current approval status ofthe srveillance technology and the

planned City Council date for action, if available.

Section 7. That Chapter 2, Article 10, Division 1 of the San Diego Municipal Code is

amended by renumbering and amending section 210.0104 to section 210.0107, to read as

follows:

§210.0107

 

Use of Unapproved Surveillance Technology During Exigent Circumstances

(a) City stamay temporarily acquire or use surveilance technology in a

manner not in compliance with this Division only in a situation involving

exigent circimtances.

(b) If Cy stafacquires or uses a surveilance technology in a situation

involving ædgent circumstances, City staßshall:

(1) immediately report in writing the use of the survelance

technology and its justifications to the City Council and the Board;

(2) use the surveillance technology solely to respond to the exigent

circumstances;

(3) cease using the surveillance technoogy when the exigent

circumstances end; and
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(4) destroy any data that is not relevant to an ongoing investigation or

the exigent circumstances, in a manner consistent with applicable

laws.

(c) City sta shall retu any surveillance technology acquired in accordance

with exigent circumstances to the entity that provided it to the City within

30 calendar days following the end ofthe exigent circumstances, unless

City staýinitiates the Board review and recommendation process set forth

in San Diego Municipal Code sections 210.0103 and 210.0104 for the use

of new urveiance technology by submitting a notification memorandum

to the Chair of the Board, Surveiüance Impactj?epor¿ and proposed

Surveiance Ue Policy within this 30-day time period. If City stafis

unable to meet the 30-day deadline, Ciy stýshall notify the City

Council, which may grant an extension. In the event that Cio staý

complies with the 30-day deadline or the deadline as may be extended by

the City Council, City staýmay retain possession of the surveiance

technologp, but may only use it consistent with the requirements of this

Division.

Section 8. That Chapter 2, Article 10, Division 1 of the San Diego Municipal Code is

amended by renumbering, retitling, and amending section 210.0105 to section 210.0108, to read

as follows:

§210.0108

 

Oversight Following City Council Approval of New Surveillance Technology

and Existing Surveilace Technology

(a) City stashall submit to the Board and to the City Council by February 1

of each year an Annual Survelance Report that discusses the new
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surveillance technology andexisting surveillane technology approved on

or after January 1 of the prior year and that provides additional, necessary

updates to the surveilance technology approved ii prior years. This

annual reporting requirement continues as long as the surveillance

technology is used.

(b) In its review of the Annual Suveillance Report, the Board shall provide

its advisory recommendation to the City Council regarding whether

(1) the benefits to the community of each item of approved

srvezance technoogy outweigh the costs;

(2) civil rights and civil liberties are being safeguarded; and

(3) use of the surveiance t

echnoogy, in accordance

 with the

approved Surveilance Ue Poicy, should continue, cease, or be

modified to address identified concerns.

(c) Ifthe Board does not make a recommendation on each item of approved

survetance technoogy within 90 calendar days of City stqf s submission

of the Anucd Srveillance Report to the Board, City stafmay poceedto

the City Council for determination of whether the approved Suveillanc

Use Poicie should remain in effect, be modified, or be rescinded.

d) Ciy stamay provide an annual report to the City Council iii closed

session as permitted by state law on cybersecurìty threats involving

surveilance technology and how the City is managing risk to include the

following:

(1) through (3) [No change in text.]
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Section 9. That Chapter 2, Article 10, Division 1 of the San Diego Municipal Code is

amended by renumbering and amending section 210.0106 to section 210.0109, to read as

follows:

§210.0109

 Enforcement

(a) Violations ofthis Division are subject to the following remedies:

(1) Any person who has been subjected to the use of surveilance

technology in material violation of this Division or an approved

Surveance Use Pohcy, or about whom information has been

obtained, retained, accessed, share or used in material violation

ofthis Division or an approved Surveilance Use Poicy, may

institute proceedings in the Superior Court of the State of

California against the City and shall be entitled to recover actual

damages (but not less than liquidated damages of $1,000 or $100

per day for each day of violation, whichever is greater). Before

filing a lawsuit against the City for damages from an alleged

violation of this Division or an approved Surveilance Use Poicy,

a claimant shall provide a written claim, including written notice,

to the City that provides details of the alleged violation. The City

shall have 30 days from receipt of that written claim in which it

may cure any alleged violation, which would act as an affirmative

defense iii litigation, or otherwise negotiate and resolve any claim

with the claimant.

(2) A court may award costs and reasonable attorney' s fees to a

prevailing party plaintiff in an action brought under this Division.
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An award of attorney's fees to a prevailing party plaintiffis limited

to an amount not to exceed $15,000.

Section 10. That Chapter 2, Article 10, Division 1 the San Diego Municipal Code is

amended by repealing section 210.0110 and renumbering and amending section 210.0107 to

section 210.0110, to read as follows:

§210.0110

 

Contracts for Surveilance Technology

It shall be unlawful for the City to enter into any contract or other agreement for

srveilance technology after the effective date of this Division that conflicts with

the provisions of this Division or any City Council-approved Srveiance Ue

Policy. Any conficting provisions in any contract or agreement, including non-

disclosure agreements, shall be deemed void and legally unenforceable. To the

extent permitted by law, the Ciy shall publicly disclose all of its surveiance

technology contracts, including all related non-disclosure agreements, executed

after the effective date of this Division. Once the City Council approves a

Srveiance Use Policy, the Cio may exercise its contracting authority under

established procurement processes without additional public review under this

Division unless the proposed contract seeks to expand the capabilities ofthe

surveillance technology.

Section 11. That Capter 2, Article 10, Division 1 of the San Diego Municipal Code is

amended byrenumbering and amending section 210.0108 to a new section 210.0111, to read as

follows:

§210.0111

 

Whistleblower Protections

(a) The Cio or anyone acting on the City's behalf shall not discriminate or

retaliate against any employee or applicant for employment with respect to
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compensation, terms or conditions of employment, access to information,

due process, or other rights, because:

(1) the employee or applicant made, attempted to make, was perceived

to have made, or assisted in any lawful disclosure of information

concerning an alleged violation of this Division related to the

funding, acquisition, or use of survellance technolog or

surveiüa

nce da

ta; or

(2) the employee or applicant participated, attempted to participate,

was perceived to have participated, or assisted in any proceeding

or action to carry out the purposes of this Division.

(b) It shall be grounds for disciplinary action for a City employee to

discriminate or retaliate against another C employee or applicant for

City employment who makes a good faith complaint that there has been a

failure to comply with an approved Surveilance Use Policy or

administrative instruction promulgated under this Division.

(c) Any City employee or applicant for Cio employment who is injured by a

violation of section 210.0111 may institute a proceeding for monetary

damages and injunctive relief against the City in any court of competent

jurisdiction.

Section 12. That Chapter 2, Article 10 Division 1 of the San Diego Municipal Code is

amended by renumbering and amending section 210.0103(e) to a new section 210.0112, to read

as follows:

§210.0112

 

Reporting to Law Enforcement

Nothing in this Division is intended to prevent, restrict, or interfere with any
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person providing evidence or information derived from surveittance technology to

a law enforcement agency for the purposes of conducting a criminal investigati

on,

or the law enforcement agency from receiving evidence or information.

Section 13. That a full reading of this Ordinance is dispensed with prior to passage, a

written copy having been made available to the Council and the public prior to the day of its

passage.

Section 14. That this Ordinance shall take effect and be in force on the thirtieth day from

and after its final passage.

APPROVED: MARA W. ELLIOTT, City Attorney

By /

an F. Dawson

Senior Deputy City Attorney

JFD

:cm:jdfcm

11/27/2023

01/18/2024 COR. COPY

01/25/2024 REV.

02/28/2024 COR. COPY 2

03/01/2024 COR. COPY 3

03/04/2024 COR. COPY 4

Or.Dept: Mayor

Doc. No. 3580388
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I hereby certify that the foregoing Ordinance was passed by the Council of the City of

San Diego, at this meeting of .

 

F

E

B

 

@

.

 

2

0

2

4

DIANA J.S. FUENTE

City Clerk 

Žýí

Deputy City Clerk

Approved:

/

(

á

à

t

e

)

 

TODD GLORIA, Mayor

Vfód:

(date)

 

TODD GLORIA, Mayor

(See attached memo and signature page.)
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Office of

The City Attorney

City of San Diego

MEMORANDUM

MS 59

(619

) 236-6220

DATE:

 

March 4,2024 (Revised March 12, 2024)

TO: 

City Clerk

FROM:

 

City Attorney

SUBJECT: San Diego Ordinance O-21762 (Feb. 14,2024)

This Office is submitting corrected copies of the clean ad strikeout versions of the above-

referenced ordinance. The clean version is Corrected Copy 4. The strikeout version is Corrected 

Copy 2. After submitting prior corrected copies of the clean and strikeout ordinance to your 

office on March 1, 2024, we identified additional typographical and grammatical en·ors that

needed to be corrected. These corrections are non-substantive and are being made in accordance

with the duties of the City Attorney under San Diego City Charter section 40.

Specifically, there were further gnmmaical errors in sections 2.10 0101 210 0106h)(). 4

210.0106(b)(3) related to word usage. The language iii these sections setting forth the City

Council's adopted standard for approval of surveillance technology is intended to be parallel and

consistent. However, we identified en-ors with consistency and with subject-verb agreement. We

have corrected the inconsistent language and the subject-verb usage.

In section 210.0102(p)(12), the words "and use" were missing and added before "of the 

srveillance technology."

In section 210.0105(d), "City staff" shouldhave been in italics because it is a defined term. In 

,

section 210.0111(b), the word "City" before "employment" should also have been in italics 

i

because "City" is a defined term.

In section 210.0107(c), in describing the documents that must be presented to the Privacy

Advisory Board following use of surveillance technology linder exigent circumstances, there was

inconsistent use of the word "a" between the clean and strikeout versions. The discrepancy has

been corrected.

Finally, in section 210.0111(b), there was a stray strikeout notation between the words "an"

"approved" in the clean version. We have deleted the stray mark.

If you have questions about these con·ections, please let us lnow. Thank you.

JFD:jfd

Doc. No. 3580592_2
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I hereby certij  that the foregoing Ordinance was passed by the Council of the City of

San Diego, at this meeting of

 

FE

B 

0

6

 20

24

DIANA J.S. FUENTES

City Clerk

By_l 1 ¿r

D

eputy City Clerk

Approved:

- l  p 1

(date)

 TODD G

-

Mayor

Vetoed:

(date)

 

TODD GLORIA, Mayor

(Note: The date of final passage is February 14, 2024, which represents the

day this ordinance was returned to the Office of the City Clàrk with the

Mayor's signature of approval.)
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STRIKEOUT ORDINANCE

OLD LANGUAGE: Se ut

NEW LANGUAGE: Double Underline

ORDINANCE NUMBER O-

 

(NEW SERIES)

DATE OF FINAL PASSAGE

AN ORDINANCE AMENDING CHAPTER 2, ARTICLE 10,

DIVISION 1 OF THE SAN DIEGO MUNICIPAL CODE BY

ADDING A NEW SECTION 210.0101, RENUMBERING AND

AMENDING SECTION 210.0101 TO SECTION 210.0102,

ADDING A NEW SECTION 210.0103, RENUMBERING,

RETITLING, AND AMENDING SECTION 210.0102 TO

SECTION 210.0104, RENUMBERING, RETITLING, AND

AMENDING SECTION 210.0109 TO A NEW SECTION

210.0105, RENUMBERING, RETITLING, AND AMENDING

SECTION 210.0103, SUBSECTIONS (A) THROUGH (D), TO

SECTION 210.0106, RENUMBERNG AND AMENDING

SECTION 210.0104 TO SECTION 210.0107, RENUMBERING,

RETITLING, AND AMENDING SECTION 210.0105 TO

SECTIÑ-210.010, RENUMBERN AND AMENDNG

SECTION 210.0106 TO SECTION 210.0109, REPEALING

SECTION 210.0110 AND RENUMBERING AND AMENDING

SECTION 210.0107 TO SECTION 210.0110, RENUMBERING

AND AMENDING SECTION 210.0108 TO A NEW SECTION

210.0111, AND RENUMBERING AND AMENDING SECTION

210.0103(E) TO A NEW SECTION 210.0112, RELATING TO

THE APPROVAL PROCESS FOR USE OF SURVEILLANCE

TECHNOLOGY.

6210.0101 

Purpose and Intent

The Transparent and Responsible Use of Surveillance Technology "TRUST"ì

Ordinance requires an informed public and transparent discussion related to the

Ci 's acquisition and use of surveillance technologv, as defined by this Division.

The City Council finds that while sveilance technologv is critical to manaing

and providing City services and protecting public safety, it can also be used to

infringe upon the civil rights and civil liberties of members of the public. The City
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Council intends to balance these interests by determining through a public process

that (1) the benefits to the community of the Citv's acquisition and use of the

surveilance technoogv outweigh the costs. (2) the proposed use of the

surveillance technotov will safeguard civil rights and civil liberties, and

(3) based on the facts and information presented to the Citv Council, there is no

effective alternative to the proposed surveilance technolog that provides a lesser

financial cost to the Citv and impact on civil rights or civil liberties. If the City

Council determines that the proposed use of the surveiüance technoogy meets the

standard set forth in this Division. then the City Council may authorize the use of

the surveilance technolog by adopting a legally enforceable Surveillance Use

Policv.

§210.010 Definitions

For purposes of this Division, the following definitions shal apply and appear in

italicized letters:

(a) Annual Surveilance Report means a written report concerning a specific

surveillance technology that includes all of the following elements:

(1) No change in text.]

(2) Whether and how often data acquired through the use of the

surveillance technology was shared with any lit.1.l

 

-{-- L.L'

non-Ci entities, the name of any recipient entity, the types of data

disclosed, under what legal standards the infrmation was

disclosed, and the justification for the disclosuedisclosure, except

that no confidential or sensitive information should be disclosed

that would violate any applicable law or would undermine the
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legitimate security interests of the Ci.

(3) Whereapplicable, a ádescription ofthe physical objects to which

the surveillance technology hardware was installed if applicable,

gíl without revealing the specific location of the hardware

sun'ciance technology softwa, .abreakdown of the data

sources applied or related to the surveillance technology software.

(4) A list of any tË software updates, hardware upgrades, e 

system configuration changes accompanied by a description of

altered or improved functionality that resulted in te expansion or

contraction of system access, data retention, or data acces, 1

expanded or reduced the srveillance technoogy capabilities, as well

as a description of the reason for the change, except that no

confidential or sensitive information should be disclosed that

would violate any applicable law or undermine the legitimate

security interests of the Ciy.

(5) Where applicable, a A description of where the surveillance

technology was deployed geographically, by each City Council

District or police area in the relevant applicable year.

(6) Asummary of anv community complaints orconcerns about the

surveillance technology d 1 lysis of ts Surveillance Use

Policy-ad. including whether it is adequate in protecting civil

rights and civil liberties. The analysis shall considr.a whether,

and to what extent, the use of the surveilance technology

disproportionately impacts certain groups or individuls.
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(7) The results of any internal audits or internal investigations relating

to surveillance technology, aŸ information about violations ägï

violation of the Surveiance Use Poücy, and any aeie-atin

taken in response. To the extent that the public release of sh this

information is prohibited by law, City sta(fshall provide a

confidential report to the City Council regarding this information

to the extent allowed by law.

(8) through (11) [No change in text.]

(12) Total annual costs forthesurveillancetechnology, including anv

specific personnel-related and other ongoing costs, and what

source of funding will fund the surveillance technology in the

coming year.

(13)

 

[No change iii text.]

(b) Board means the Privacy Advisory Board established by Chapter 2,

Article 6, Division 00, section 26.42, of this the San Diego Municipal

Code.

(c) City means any department, division. office. unit, program, or subordinate

division proram of the City of San Diego as a municipal corporation.

d) Ciy stfmeans €-personnel engaged employed by the City to engage

in administrative activities ion behalf of anv Ciy departmets under the

City Manager or independent department diFt, w10 niustseek City

Council approval of surveillance technology in accordance with this

Divisiedepartment, division. office. unit. or program. C personnel

assigned to federal task feree federal task frce activities by the Chief of
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Police or designee are exempt from the requirements of this Division

related to the acquisition, procurement use, reporting, and contractual

obligations, solely to the extent of their duties and work related to their

assignment to the eerl task ììi-c federal task frce.

(e) [No change in text.]

 Contining agreemnt means a written agreement that automatically

renews un:s terminated by onc or moe parties,

í Exigent circumstances means ü City department's good faith belief that an

emergency involving danger of death or serious physical injury to any

individual, or imminent danger of significant property damage, tht

requires the use of surveillance technology, as determined bv Cit staff

acting iii good faith upon known facts.

ígl Existng- srveillance technolov means technology that the Ci

possessed used or had a contract in force and effect for its use before

Setember 9 2022.

h) [No change in text.-1

 

edera taskbrce means any group or collaboration with and

between Citv employees and federal or state employees, or any group or

body established or codified by federal or state statute, regulation. or rule.

í Individal means a natural person.

£ New surveillance technology means technology that the Ci did not

ossess. use. or have a contract iii force and effect for its use before

September 9.2022.
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011 Personal communication device means a mobile telephone a personal

digital assistan a wireless capable tablet, or a similar wireless two-way

communications or portable internet-accessing device, whether procured

or subsidized by the Ci or personally owned, that is used in the regular

course of City business.

fléím Police area refers to means each ofthe geographic districts assigned to a

San Diego Police Department captain or commander.

íú Surveillance or srveil means to observe or analyze the movements,

behavior, data, or actions of individals. Idividuals include including

those whose identity can be revealed by data or combinations of data, such

as license plate data, images, IE> addresses, user identifications, unique

digital identifiers, or data traces left by the individal.

mjíl Srveillance technology means any software (e.g.for example, scripts,

code,  Application Programming Interfaces), electronic device, system 

utilizing an electronic device, or similar device, which is used, designed

or primarily intended to observe, collect, retain, analyze process, or share

audio, electronic, visual, location, thermal, olfactory, biometric, or similar

information specifically associated with, or capable of being associated

with any individual or group. It also includes the product (e.g.fo

example, audiovisual recording, data, analysis, g report) ofthe

s·veillance technology. Examples of srveillance technology include the

following: cell site simulators (Stingrays); automatic license plate readers;

gunshot detectors (ShotSpotter); drone-mounted data collection; cial

recognition technology; thermal imaging systems; body-worn cameras;
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social media analyties software; gait analysis software; and video cameras

that record audio or video and transmit or can be remotely accessed. It also

includes software designed to monitor social media services or forecast

criminal activity or criminalíty, and biometric identification hardware or

software.

(1) Surveiüance technology does not include the following devices,

software, or hardware:

(A) Routine ogffice hardware and software, such as including

televisions, computers, credit card machines, badge readers,

copy machines, and-printers, that is ñrewalls, Citv network

infrastructure, Citv operational business applications, social

media applications for Citv public communicationseneral

internet search engines, and open-source databases, in

widespread use and will not be used for any pblic

szrveillancc or law enforcement functions related to the

public; by the general public and routinely used by Citv

staýto gather data and information to assist in the

performance oftheir duties.

(B) Parking ticket devices used solely for parking enforcement-

related purposes, including any sensors embedded in

parking sensors to detect the presence of a car in the space

(C) Manually-operated, non-wearable, handheld digital

cameras, audio recorders, and video recorders that are not

designed to be used surreptitiously and whose functionality
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is limited to manually capturing and manually downloading

video or audio recordings or botl

(D) Surveiance devices that cannot record or transmit audio or

video or be remotely accessed, such as image stabilizing

binoculars or night vision goggles

(E) Manually-operated technological devices used primarily for

internal municipal entity communications €11 are not

designed to surreptitiously collect surveillance data, such as

radios and email systems.

F) Ci databases, software, or enterprise systems used by City

sta#to manage internal operations or to prepare-ad-

receive. or retain or all three. legally required records and

informatio related to iternal operatios or to prepare and

retain legally required records and information related to

manage internal €-operational activities including City

payroll accounting, and other fiscal operations; conduct

Ciy marketing, donor, media, and constituent relations; and

engage in communications initiated by individuals directed

to City staýto request Cio services, file complaints, or

communicate information about City services

(G) Medical equipment used to diagnose, treat, or prevent

disease or injury, provided that any information obtained

from this equipment is used solely for medical purposes

(H) San Dieo Police Apatment-Department interview room
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cameras

(I) City department case management and records management

systems

(J) Personal communication devices that have not been

modified beyond stock manufacturer capabilities-a

manner described above;

(K) Surveilance technology used by the City sel* to monitor

and conduct internal investigations and evaluations o f the

conduct of eving Ciy employees, contractors, and

volunteers-ad. including GPS and automatic vehicle

locators installed in City equipment and San Diego Police

Department earl warning systems.

(L) Systems, software, databases, and data sources used for

revenue collection, cost recovery, or both, on behalf of the

Cty by the City Treasurer or other City departments

required to collect revenue or costs on behalf of the City,

provided that no information from these sources may be

shared by the City with any third party except as part of

efforts to collect money that is owed to the Ci.

ÚM Physical access control systems: employee and contractor

identification management systems. and other security

systems. including fixed security cameras. used to

safeguard the Citv 's buildings. facilities, utilities.

reservoirs, and other physical assets.
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íN Systems used fo

r computer-aided dispatch (CAD. Live

Scan, and in-custody bookings: Department of Motor

Vehicles databases: California Law Enforcement

Telecommunications System (CLETS: other federal. state,

and local summary criminal history databases: and 9-1-1

communications and related systems for dispatch and law

enforcement operations and emergency services.

(0) Databases under the management and control of other

governmental agencies and used by the City for emergency

response. law enforcement. regulator. and Citv personnel-

related purposes. such as ARJIS. SDLaw. Parole LEADS.

Offender Watch. California Pawn and Secondhand Dealers

Syster (CAPSS). and Automated Figerprint Identification

System (AIS).

1 Equipment designed to detect the presence of. or identify the

source of or dispose of hazardous material. such as chemical

biological. radiological. or explosive materials.

( Software that the San Diego Police Department uses to

analyze approved or exempted srveiance technologv and

its associated data.

(1 Survelance Impact

 

Report means a publicly released written report

regarding specific suveillance technolog that includes all ofthe

following elements:

(1) Description: Information describing the surveillance technology
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and how it works, including product descriptions from

manufacturers, if available.

(2) Purpose: Information on the proposed purposes and outcomes for

the sreillance technology.

(3) Location: The physical or virtual locations where the surveillance

technology may be deployed using general descriptive ternìsy and

ciime statistics for the locations.

(4) Impact: An assessment ofthe Surveillance Use Policy for the

particular srveilance technoogy and including whether is

adequatel rotecting there is adequate protection of civil rights

and civil liberties and whether the surveilance technology was

may be used or deployed, intentionally or inadvertently in a

manner that may disproportionately affect marginalized

communities.

(5) Mitigatio Identify Mitigation: Identification of specific,

affrmative technical and procedural measures that will be

implemented to safeguard the public from each identified impact,

(6) Data Types and Sources

: A list of all types and sources of data to

be collected, analyzed, or processed by the rvellance

technology, including open source data, scores, reports,  logic or

algorithm used, and any additional iformation derived from the

srveillance technology, except that no confidential or sensitive

information should be disclosed that would violate any applicable

law or would undermine the legitimate security interests of the
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Ci

(7) Data Security: Information about the controls that will be designed

and implemented to ensure that secrity obctives are achieved to

safeguard the data collected or generated by the surveiance

technoogy from unauthorized access or disclosure, except that no

confidential or sensitive information should be disclosed that

would violate any applicable law or would undermine the

legitimate securi

ty interests 

of the CiÁy.

(8) Fiscal Cost The forecasted, prior, and ongoing fiscal costs for the

surveillance technology, if known and available. including known

or projected initial purchase costs, personnel_gss, and other

ongoing costs, and any current or potential sources of funding

(9) Third Party Dependence: Whether use or maintenance ofthe

srveillance technolog will require data gathered by the

surveillance technology to be handled or stored by a third-party

vendor at any time.

(10) Alternatives: A summary of al- the alternative means to achieve the

proposed purpos considered, including alternative means that do

not involve the use of srveillance techology, before deciding to

use the proposed surveilance technology including the costs and

benefits associated with each alternative considered and an

explanation of the reasons why each alternative is inadequate

less efective.

(11)

 

Track Record: A summary of the experience, if any, of other
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entities, especially government entities, with the proposed

surveillance technolog, including, if available, quantitative

information about the effectiveness of the proposed surveiüance

technology in achieving its stated purpose in other jurisdictions and

any known adverse information about the surveillance technology,

such as unanticipated costs, failures, or abuses of civil rights ad 

civil liberties abuss, existing publicly reported controversies, and

ay court rulings i favor or in opposition to the surveilance

technology.

(12) Public engagement and eComments: A description of any

community engagement held and any future community

engagement plans, number of attendees, a compilation of all

comments received and City departmental responses given, and

City departmental conclusions about potential neighborhood

impacts and how the impacts may differ as they pertain to difFeret

segments of the commuit that may result from the acquisition

and use oft surveillance technology may differ as they pertain to

different members of the community.

ígl Surveiance Use Policy means a publicly released and legally enforceable

policy for the use of the specific srveillance technology that includes all

of the following elements:i

(1) Purpose: The specific purposes that the survellance technologp is

intended to advance.

(2) Use: The specific uses that are authorized and the rules and
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processes required prior to the use, except that no confidential or

sensitive information should be disclosed that would violate any

applicable law or would undermine the legitimate security interests

of the Cfy.

(3) Data Collection: The information that can be collected, captured,

recorded, intercepted, or retained by the surveilance technology,

as well as data that might may be inadvertently collected during

the authorized uses of the srveiance technology and what

measures will be taken to minimize and delete the data. Where

applicable,-íl any data sources the srveiance technology will

rely upon, including open source data, should bc listed. In the

reorting of this iformatio as applicable, except that no

confidential or sensitive information should be disclosed that

would violate any applicable law or would undennine the

legitimate security interests ofthe City.

(4) Data Access: The job classification of individals who can access

or use the collected information, and the rules and processes

required prior to access or use of the information, except that no

confidential or sensitive information should be disclosed that

would violate any applicable law or would undermine the

legitimate secur

ity interests o

f the Cio.

(5) Data Protection: The safeguards that protect information from

unauthorized access, includin

g system logging, encryption, and

access control mechanisms, except that no confidential or sensitive
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information should be disclosed that would violate any applicable

law or would undermine the legitimate security interests ofthe

City,

(6) Data Retention: The time period, if any, for which information

collected by the surveillance technology will be routinely retained,

the reason the retention period is appropriate to further the

purposes, the process by which the information is regularly deleted

after that period lapses, and the specific conditions that must be

met to retain information beyond that period.

(7) Public Access: A description of how collected information can be

accessed or used by members of the public, including criminal

defend

ants

.

(8) Third Party Data Sharing: If and how information obtained from

the surveillance technology can be accessed or used including any

required justification or legal standard necessary to do so and any

obligations imposed on the recipient of the information.

(9) Training: The training required for any individal authorized to use

the surveillance technology or to access information collected by

he srveillance technology.

(10) Auditing and Oversight The procedures used to ensure that the

Surveillance Use Policy is followed, including identif

ication of

internal personnel assigned to ensure compliance with the policy,

internal recordkeeping of the use of the surveillance technology

and access to information collected by the surveillance technology,
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technical measures to monitor for misuse, identification of any

independent person or entity with oversight authority, and the

legally enforceable sanctions for violations of the policy.

(11) Maintenance: The procedures used to ensure that the security and

integrity of the surveilance technoogy and collected information

will be maintained.

§210.0103

Preparation and Presentation of the Surveillance Use Policy to the Members

of the Public

Before providing notice to the Chair of the Board ofthe proposed acquisition and

use of new sveillance technology or the continued use of existing srveillance

technoloy, Citv staýshall complete at least one publicly noticed communit

meeting accessible to residents and other community members. in every City

Council District where the surveillance technologv wil be used. to discuss the

new surveillance technology o existing surveillance technology. City staffma

use internet-based technology to make the community meeting accessible, so long

as reasonable public accommodations are mace for those community members

who do not have access to the internet-based technology. Citv staýshall use the

commniv meting or communitv meetings to gather public comment related to

the surveillance technolov. Citv staýshll also implement a process to receive

written comments from members of the public related to the surveillance

technolov.

§210.0102

 

Board Notificatiøn and Review eqimens-of New Surveilance

Technology

(a) City stýshall notify the Chair of the Board by written memorandum

aoñg-with providin·g-and provide a Srveillance Impact Report and a
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proosed Surveillance Use Policy and ü Sr'cillac Impact Report pñop

te. with the elements required by San Diego Municipal Code section

210.0102. before:

 

seeking or soliciting funds for suneillace technology, includig

but not limited to applyig for a grant;

£11 soliciting proposals wt gm any entity to acquire, share, or

otherwise use w_surveillance technology; or

3*21 formally or informally facilitating in a meanigful way or

implementing .surveillance technology in collaboration with

other entities, including Cify ones

(b) Upon receipt of the notification by City st# the Chair of the Board shall

place the request proposed acquisition and use of the new surveillance

technolov on the agenda at the next Board meeting for discussion and

possible ction advisory review and recommendation to the City Council.

At this meeting, Ci stýshall inform the Board of the need fo the funds

or eqipent, or shall otherwise jstify the action for which City stéwill

seek City Council approval pusuant to section 210,0103. The Board hll

publicly notice the meeting in accordance with applicable laws. including

the Ralph M. Brown Act.

ígl By majority vote. the Board may make a reeomaìendation to the Cit

Council by voting for approval toprocee, objecting take one of the

following actions:

£11 the Board may recommend that the City Council authorize Citv

sta#to proceed with the proposed acquisition and use of the new
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survezHance technologv under the proposed Surveittance Use

P

o

lic

v

·.

£21 the Board may recommend that the City Council authorize Citv

sta#to proceed with the proposed acquisition and use of the new

surveillance technolov. but under a modified Surveillance Use

Pocy. with the proposed modifications expressly recommended

by the

 

Board·

1 the Board may obje to the proposal, recommending that the Ci

st modify the proposal, or taking no action proposed

Srveilance Use Poücy and state the reasons for the objection; or

íål the Board may take no position related to the new surveillance

technolov.

(e)

 

If the Board votes to approve, object or modify   ...u After the

Board takes action on the proposed acquisition and use of the new

smeiance technologv, City stqýmay proceed and seek City Council

approval of the proposed  srvedlance technology iîÈiative pursuant

te-under the requirements of section 210.0103this Division, City st#shall

present to th City Council the result of the Board's advisory review

including any objections to the proposal and recommendation if any.

(dÉ) Ifthe Board does not make its recommendation on the item take action on

the proposed acquisition and use of the new surveillance technologp

within 90 calendar days of Ënotificationto the Board Chair pursuant to

section 210.0102(a), City stamay p

 

„,u

 

d t seek a determination on the

proposed Surveilance Use Policv by the City Council for approval of the
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item.

 City staffshall seek Board review for new survcillance tcheogy before

seeking City Council approval nder secti 210.0103.

ël Prior to seeking City Council approval under Sctio 210.0103,

City staff:hall bmi  Surveitiancc Impact Report ad 

Survcilancc Use Policy for the popoed new su'cilance

technoogy iititive to the Board for its review at a pblicly

noticed meeting. The Survcilmcc Inýct Report and Survcilance

Ue Poticy must addresthe specific subject matter specified fo

each document as set forth-in sectio 210.0101.

(2 Prior to submitting th Sun'clancc Ipact Rcport, Ci' stf shall

complete one or more community meetings in each City Council

district where the proposed survclanc technology is deployed,

with opportnity for public comment ad written response. The

City Ceuncil may condition its approval ofthe proposed

sncillance technoogy on Ci' stýconducting additional

community enggement before approval, or after approval as a

condition of approval.

(3) The Board shall recommend that the City Council adopt, modify,

or reject th proposed Srvillacc Uýc Pelicy. If the Board

proposes that the Sncilac Usc Policy be modified, the Board

shall popose such modifications to City sta#. Cty sta#shall

present such modifications to City Council when seeking City

Council approval under section 210.0103.
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(4) If the -Board does-not-make-is recommendation on4he item within

90 calendar days of notification to the Bord Chair pursuant to

section 210.0102(a), Ci stqýmay seek City Council approval of

theem.

 City staýshall seek Board review for the use of existing in'cilace

technology before seeking City Council approval.

 Prior to seekig City Council approval for existing n'cilancê

technology used by the City udsection 210.0103, C stýshall

submit a Svillac Iact Report and Srve¿Nanc Us Poicy

for each existing sur'cice technology to the Board for its

review at a publicly noticed meetig. The Snciltanc Impacý

Report and Survillanc Uçc Poicy shall address thespecific

subject matters set forth for each document in section 210.011.

9 Prior to

 

submitting the Survciance Impact Report, Ci staýshall

complete one opmeecamnmnity metigs in eaek City-oncil

district where the pposed-ýurveillanecc/mogy is deployed

with oppørtnit for pblic comîent ad written response. The

City Council may codition its approval on Cty ts/fconducting

additioal oeach before approval, or after approval as a

codition of approval.

(3 Prior to submittig the Surveilanc Impact Rcport and proposed

Surveillance Uke Policy as described above, City tff shall present
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to the Board a list of surveiance tecknoegy possessed or used by

the City.

l The oard shll rank the items iii order ofpotential impact to civi

berties to provide a recommended sequence for items to b eard

at BoarAncetings. The Board shal take into consideration inut

from City staýon the operational importance ofthe suncilace

technology in determining the ranking to allo such matters to be

heard in a timely manner.

(5 Within 60 calendar days of the Bopd's action in section

210.0102((3), Ci stýshall submit at least oe Sun'cillancc

Impact Report andpropoed Svillanc U:c Poicy per moho

the Board for review, generally beginning with the ighest ranking

items as determined by the Board, and continuing thereafter each

month until a Survcillance Impaet Report and Su, veillance Uke

Policy has been submitted for each item on the list.

(6 If the Board docs ot mak it-ccommendation on any item within

90 calendar days of notificatio to the Board Chair pursuant to

section 210.0102(a), City stamay preceed to the City Council for

approval of the item pursuant to section 210.0103.
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210.01095 race Period for  s.Board Review of Exìstin Surveillance Technology

The requirement for Ci·' stto seek approval for the use of exísting survcillance

technology takes effect September 9,2026, which is four yea after the effective

date ofthis Division.

íâl Before September 9.2026, City staffnay continue to use existing

sieilance technoogv. under existing contracts, contract amendments. or

contract options. or new contracts entered into under the City's

procurement processes without seekin the Board's advisory review and

recommendation related to the existing surveilance technoloy or City

Council review of a Srveillance Impact Repot and approval of a

Srveillance Use Poicy. This grace period allows City staffand the

Privcy dvisoo Board to fully implement the necessary procedures to

comply with this Division. Sncillance technology is considered existing

if the City possessed used, or has a contract in force and effect for the use

ofsurvcillance technology before September 9,2022 the effective date of

this Divisio

1 On and after September 9,2026, for existing suveilance technologv. Citv

staýshall follow the same requirements related to preparation of

Surveillance Impct Reports nd Surveiliance Use Policies nd

notification to the Board that applies to new surveillance technologv, as

described in San Diego Municipal Code sections 210.0102 through

210.0104.

£1 On and after September 9.2026. the Board shall follow the same advisory

review and recommendation process for exsting surveillance technologv
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that applies to newsurveiance technolov, as described in San Diego

Municipal Code section 210.0104.

íl Before September 9,2026, Cit sta/Tshall submit to the Board Chair a

comprehensive list of existin srveillance technologv in possession or

use. under existing contracts, including under contract amendments or

options. as of September 9.2026. for which Cïtv stawill seek Board

advisory review and recommendation and City Council approval for

continued use.

[ål The Board shall rankthe existing surveilance technologv listedby Citv

stain order o f potential irnpact to civil rights and civil liberties to

rovide a recommended sequence for the items of existing·srveiance

technologv to be heard at Board meetings. The Board shall take into

consideration iput from Citv staffon the operational importance of the

existing surveillance technologv in determining the ranking for Board

consideration to allow matters to be heard iii a timelv maner.

(f) Within 60 calendar days of the Board's ranking ofthe list of existin

srveilance technology as detailed in subsection (e. Citv staffshall

submit at least one notification memorandum to the Chair of the Board.

along with the applicable Surveiance Impact Report and proposed

Surveillance Use Policv. each month for the Board's advisory review and

recommendation. generally beginning with the highest-ranking items as

detennined by the Board, and continuing each month until a notification

memorandum, Surveillance Impact Report. and proposed Srveilance Use
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Policv have been submitted for each item of exsing surveillance

technolog.v on the list.

(g) If the Board does not take action on any item of existing surveillance

technologv within 90 calendar days of Citv staffs notification

memorandum to the Chair of the Board. Citv staýmay proceed to the City

Council for approval of the existing surveilance technolo.

§210.00 City Council Approval fe-ŽLNew Surveillnce Technoloy ad Existing

Surveillance Technology

(a) City stqýshall obtain City Council approval prior to any of the following:

(1) accepting or using local, state, ífederal funds or in-kind or other

donations 

to acquire surveilance technology;

(2) acquiring ew-new surveillance technology, including but-et

limited to procuring eh technology without the exchange of

consideration; 

(3) using ew_surveillance technology or using existing existin

survezHance technology, for a purpose, in a maner, or in a

location not previously described in an approved Surveillance Use

Polic by the City Council pursuant t in accordance with the

requirements of this Divisione

4 enterig ito a centiing agreement or other written agreement to

acquire, share or otherwise use surveillance technology.

(b) City Council Approval Process

(1) After the

 

Board notification and review applicable requirements in

San Diego Municipal Code sections 210.0101 210.0103 through
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210.0105 havebeensatisfied Ci

 

staf seeking

 

City Council

approval authorization of surveiance technoogv shall schedule

request a date for City Council consideration of the pepesed

Surveillance Impact Report nd propoed Surveillance Use Policy.

(2) The City Council shall only approve any action as provided in

required by this Division after first considering the advisorv

recommendation of the Board, ad subseqently making 

letermination if any. and determinin that

(A the benefits to the community of the Citv's acquisition and

use ofthe surveillance technology outweigh the costs; ht

the proposal

(13 ) the proposed use of the surveillance technolov will

safeguard civil liberties rights and civil ight liberties; and

that, in

(Cì based on the facts and information presented to the City

Council's judgment, there is no effective alternative wil

the proposed srveillance technolov that provides a lesser

economic financial cost e-to the Cztv and impact on civil

rights or civil liberties would be as effective.

(3) For approval of existig surveillance techoogy for which the

Board does not make its recommendation withi90 calendar days-

of review as provided in section 210.0102f)(5), if Ifthe City

Council determines that the proposed use o f the surveillance

technologv meets the standard set forth in this Division, then the
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Citv Council may authorize the use by adopting a legally

enforceable Survellance Use Policy. The Cit Council mav

modify a proposed Surveillance Use Poücv. if the City Council

determines the modification is necessary to meet the standard for

approval of the use of the surveillance technologv established in

th

is 

Div

isi

on

.

1 Once the City Council has approved a Srveilance Use Poücy, it

will remain in effect as the Citv's legally enforceable policy until

modified by the City Council.

íl the City Council has not reviewed and appreved authorized eh

item of existing suveiance technolov within four City

Council meetings from when the item was the date the City

Council initially sehedled for City Council considertionconsiders

the existing surveilance technolog-v, then the Ci shall cease 

thuse of the existinír surveiance technology until ieh b

review and approval of the proposed Srveillance Use Policv

occurs.

(c) Unless otherwise provided in this Division, Srveillance Impact Reports

and approved Surveillance Use Policies are public records. City stalf sharl

mke all Surveillace Impact Reports and pproved S·veillance Use

Policies, as updated from time to time, available and accessible to the

public as long as the City uses the surveillance technology.

(d) City staýshall post all Surveillance Impact Reports and approved or

pending Surveillance Use Policies to the City's website with an indication
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ofits-current approval status of the surveillace technoov and the

planned City Council date for action. if available.

e Notwithstnding any oher provision of this Díision, nething herein shll

be construed to prevent, restrict, ør interfere with any person providing

evidene or information derived from un

ac tehology to a-

law

enforcement agecy for the purposes of coucting a criminal

investigation, or the law enforcement agency from receiving such

evidence or information,

§210.0104 Use of Unapproved Surveillance Technology During Exigent Circumstances

(a) Cto stýmay temporarily acquire or use surveillance technoogy in a

manner not in compliance with this Division only in a situation involving

igt Ci'Cmt S.

(b) If Ci stayacquires or uses a surveillance echnology ina siluation

involving exigent circstances, Ciy staýshall:

(1) immediately report in writing the use of the surveiüance

technology and its justifications to the City Council and the Board;

(2) use the surveillance technology solely to respond to the exigent

circumstances:

(3) cease using the srveillance technology when the exigent

circmstances end;_

(4) only keep and matain data related to the exignt circzmstacés

and dispose of destroy any data that is not relevant to an ongoing

investigation or the exigent circumstances -ad. iii a manner

consistent with applicable laws.
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(5 Following the end of the cxigent circumstancs, report the

temporary acquisition or use of the survcillæcc technology fo 

crzént ci·cmstaces to the Board in accodance with section

210.0102 at its next meeting for discussio and possible

recommedation to the City Council.

c A itv stashall return any surveilance technoogy acquired in

accordance with exigent circmstances shall be eturned to the entity that

provided it to the Citv within 30 calendar days following whe-the end of

the exigent circnstances-4, unless City staff initiates the Board review

and recommendation process set forth in San Diego Municipal Code

sections 210.0103 and 210.0104 for the use of te new surveillance

technology by submitting a SucUancc USC Poicy adnotification

memorandum to the Chair of the Board, Surveilace Impact Report. an

R =

ppose Sveillace Use Policv r

 

d review within this 30-day

time period. If City staýis unable to meet the 30-day deadline, Cio staý

shall notify the City Council, ¥rhewhich may grant an extension. In the

event that City stacomplies with the 30-day deadline or the deadline as

may be extended by the City Council, City staýmay retain possession of

thesurveillance technology, but may only use such uillance

technology it=Consitnt with the requirements of this Division.

§210.0105 Oversight Folowing City Council Approval of New Surveillance Technoogy

nd Existing Surveillance Technlogy

(a) For each approved surveillance technology item, City stf

 

shall peset

submit n nnual Surveillanc Report fepthe Board to review within
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oe year after the dte of City Council final passage of such sun'ciac

tch.nooy and annually therefter and to the City Council by February 1

of each year an Annual Surveilance Report that discusses the new

surveillance technology and existing surveillance technologv aproved on

or after January 1 of the prior vear and that provides additional. necessary

updates to the srvellance technolov approved ín prior years. This

annual reporting requirement continues as long as the surveilance

technology is

 used.

0 If Ciy staýis uabe to meet the annual eadlie, Ci' staýshall notify

the Board in writirøf Ci>, staý's request to extend

-

this perid

 

,

 

and·the

reasons for thal request. The Board may grant a single xtension of up to

60 calendar days to comply with this provision.

11 Aekiteview of the report by the Boardnnial Surveillance Report,

City staýshall sbmit the nnal Srvelac Rpe to the City Council.

2) -Tihe Board shall provide its advisory recommendation to the City

Council tha-regarding whether

íll the benefits to the community of the

-each item of approved

srveillance technology iii question outweigh the costs-and-

tha

1 civil liberties rihts and civil ights liberties are being safeguarded;

that-and

1 use of the sunillc technology. in accordance with the

approved Surveilance Use Policv, should continue, cease 1-

propose modifications to the correspending Suncillcc U:c

-PAGE 29 OF 34-



(O-2024-49 REV.)

COR. COPY 2

Poicy that will resolve any b modified to address identified concerns.

(3gl If the Board does not make   recommendation on the-gkitem gf

approved srveillance technolo within 90 calendar days of Citv sta's

submission of the Annua Surveillance Report to the Board Chair, City

staýmay proceed to the City Council for approval of the nual

Sun'eilace Rort determination of whether the approved Surveillance

Use Policis should remain in effect. be modified. or be rescinded.

4 In addition to the above submission of any nual Sn'cíllancc

cport, City séshall provide in its report to the City Council 

sumary of all requests for City Council approval pursuant t

section 210.0103 for tht particular survcilancc technlogy and

the pertinent Beard recommendation, incliliíng hether the City

Council approved or rejected the proposal, and required changes to

ùproposd Srvcillaïce Ic Policy befos appovl.

e Based upon information provided in the nnal Su'eilanc Report a

after considering th rcommendation ef the Board, the City shall revisit

its cost benefit analysi as provided in section 2100103(b)2)-æd either

uphold or et aside the previous determination. Sould the City Council

set aside its previeus determination, th City's us ethe surveillanc

technology shall ceas. Aternatively, te City Council may require

odifications to a particular Srvêzance ke Poücy that ill resolve any

concerns with the use of a particular un'clancc techology.

(d) City stýhal may provide an annual report to th_City Council in closed

session as permitted by state law on cybersecurity threats involving
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surveilance technology and how the City is managing risk to include the

following:

(1) through (3) [No change in text.]

§210.01062 Enforcement

(a) Violations of this Division are subject to the following remedies:

61) Any material vioation of this Diision, or of a Sucilance Usc

Policy promulgated pursuant to this Division, constitutes an ijury

and any perso may institute proceedings for injunctive relief,

declaratory relief, or writ of mandate in the Superior Court of the

State of California to enforce ths Division. An action instituted

under this paragraph shall be brought against the Cio, and, if

necesary to effectuate compliance wih this Division or a

Srvcilanc Use Policy (including to expunge information

unlawfully collected, retained, or shared thereunder), any other

gevernmental agency with possession, custody, or control of data

subject to this Division to the extent permitted by law.

Gíll Any person who has been subjected to the use of surveilance

technoogy in material violation of this Division or of a material

violation of an approved Survillance Use Policy, or about whom

information has been obtained, retained, accessed, shared, or used

in material violation of this Division or e an approved

Szrveillance Use Policy promulgated under this Division, may

institute proceedings in the Superior Cout of the State o f

California against the City and sha]

-1 be entitled to recover actual
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damages (but not less than liquidated damages of $1,000 or $100

per day for each day of violation, whichever is greater). Before

filing a awsuit against the CiA for damages from an alleged

violation of this Division or an approved Surveilance Use Polic.

a claimant shall provide a written claim. including written notice,

to the Citv that provides details of the alleged violation. The Citv

shall have 30 days from receipt of that written claim in which it

may cure any alleged violation, which would act as an affirmative

defense in litigation. or otherwise negotiate and resolve any claim

with the claimant.

321 A court may award costs and reasonable attorney> fees to the 

prevailing party plaintiff who is the prevailing party in an action

brought under sections 210.0106(a)(1) or (2) this Division. An

award of attorneys fees to a prevailing party plaintiff is limited to

ai amount not to exceed $15,000,

§210.0101 Contracts for Surveillance Technology

It shall be unlawful for the City to enter into any contract or other agreement for

surveillance technology after the effective date ofthis Division that conflicts with

the provisions of this Division or any City Council-approved Surveillance Use

Polcv. Any conflicting provisions in any eh contract or agreement, including

but not limited to non-disclosure agreements, shall be deemed void and legally

unenforceable. Any amendmet or exercise of any option to any contract after the

effective date of this Division to obain or use surveianc technology shall

require Ci' stqýto comply with the provisions of this Division. To the extet
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permitted by law, the Cty shall publicly disclose all of its srveillance technology

contracts, including all related non-disclosure agreements executed after the

effective date of this Division. Once the Cit Council approves a Surveiance Use

Poicv. the City may exercise its contracting authority under established

procurement processes without additional public review under this Division.

unless the proposed contract seeks to expand the capabilities ofthe surveiance

technologv.

§210.010811 Whistleblower Protections

(a) Neither tIhe Ci or anyone acting on the Citv 9 behalf of the Ciy may

take or fail to take, or threaten to take or fail to take, a personnel action

with espec to shall not discriminate or retaliate against any employee or

applicant for employment, including but not limited to dicpiminating with

respect to compensation terms aë-g conditions of employment access to

infonnation, restrictios on due processž rights, or civil or crimial

liability other rights, because:

(1) the employee or applicant made, attempted to make. was perceived

to have made, about to, or assisted in any lawful disclosure of

infomiation concming an alleged violation ofthis Division related

 the funding, acquisition, or use ofsurveillance technology or

surveillance data based pon a good faith belief that the disclosure

evidenced a violation of this Division; or

(2) the employee or applicant participated. attempted to participate.

was perceived to have participated, abot to had £ assisted in 
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had participated in any proceeding or action to carry out the

purposes ofthis Division.

(b) 

It shall be grounds for disciplinary action for a City employee or anyone

els acting on behalf o f the City to discriminate or retaliate against another

City employee or applicant for Citv employment who makes a good faith

complaint that there has been a failure to comply with ay

-an approved

Survez-ance Use Policy or administrative instruction promulgated under

this Division.

(c) Any C

 employee or applicant for Citv employment who is injured by a

violation of section 210.010&11 may institute a proceeding for monetary

damages and injunctive relief against the City in any court of competent

jurisdiction.

§210,01102 Compliance with City Charter or Applicabe State 

 Reportin to Law

Enforcement

Nothing in this Division is intended to violate any provision of the City Charter or

applicable state law nor should any provision of this Diision be interpreted in

sïcli a nìane revent. restrict, or interfere with any person providing evidence or

information derived from srveillance technoogv o a law enforcement agency

for the purposes of conducting a criminal investigation. or the law enforcement

agency from receiving evidence or information.
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Passed bythe Council of The City of San Diego on

 

FEB 0 6 2024 ,

 

by the followng vote:

Councilmembers

 Yeas 

Nays

 Not Present

 Recused

Joe LaCava 

Jennifer Campbell 

 

 

Stephen Whitburn

District 4 -vacant    u

Marni von Wilpert 

 

 

 

E

Kent Lee 

Raul A. Campillo 

l 

 

U 

Vivan Moreno 
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Sean Elo-Rivera    
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AUTHENTICATED BY:

TODD G

LORIA

Mayor of The City of San Diego, California.

DIANAJ.S. FUENTES

(Seall)

 

City Clerk of The City of San Diego, California.

By 

 

)

 

, Deputy

F

or

 

C

on

. 

Fa

r

1 HEREBY CERTIFY thatthe foregoing ordinance was not finally passed until twelve calendar

days had elapsed between the day of its introduction and the day of its final passage, to wt, on

AN 2 3 2(IN ,

 and on 

F

E

B

 

1

 

4

 

2

0

2

4

1 FURTHER CERTIFY that said ordinance was read in full priorto passage orthatsuch

readíngwas dispensed with by a vote offive members of the Council, and that a written copy of

the ordinance was made availableto each memberof the Councl and the public prior to the day

of its passage.

(Seal)

DIANAJ.S. FUENTES

Cty Clerk of The City of San Diego, California.

By

-

Z

e

-

U

 

,

 

Deputy

fí Conn
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 o

Office of the City Clerk, San Diego, Californa

21762
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